
 

 
MEMORANDUM NO. 2010-019 

 
 

 
TO:    School District Superintendents  
 

FROM:   Jim McBride, Ed.D. 
 
DATE:   January 29, 2010  

 
SUBJECT:   Parent Resource Notes 

 

 

FOR YOUR INFORMATION 
 

As a service to parents and the community, the Wyoming Parent Education 

Network (WPEN) has created PEN Notes that are fact sheets about various 

educational issues and events. 

 

Attached are two of the most recent PEN Notes that define and discuss MAP 

testing and Cyberbullying.  Previous notes that range from self esteem to 

parent/teacher conferences are available on the WPEN website at 

www.wpen.net/Publications.html. 

 

For additional information or questions, please contact WPEN Director, Terri 

Dawson, at (307) 684-7441. 
 
JM:tcl 
 

Attachments (2) 

http://www.wpen.net/Publications.html


 PEN Notes: Fact Sheet #29 
Published by Parent Education Network - Wyoming State PIRC 

 500 W. Lott St, Ste A, Buffalo, WY 82834  1-877-900-9736 or 307-684-7441; www.wpen.net     

 

MAP Testing 
What is the MAP test? 

MAP stands for “Measures of Academic Progress” and is a test that many 
Wyoming school districts use to measure what students have learned in 
math, reading, writing, and science.  Some districts give the MAP twice per 
year, in the fall and the spring, while other districts may give it three or four 
times in a school year.  The MAP has replaced other standardized tests, such 
as the TerraNova or IOWA Test of Basic Skills, in most districts. 

Many of the school-wide or grade-wide tests given to students are “traditional 
standardized” tests.  This means that every student is given the exact same test, and then their 
results are compared to other students their age. The MAP is different from those kinds of tests 
because not all students see the same questions. 

The MAP is a type of “computerized adaptive test.”  This means that it can adjust the difficulty 
of the questions to the level of the student.  The test, which has no time limit, will start with a 
question that matches the child’s grade level.  If the student anwers the question wrong, the 
computer will pick an easier question next.  The rest of the questions will be determined by the 
child’s performance on previous questions. 

How is the MAP different from other tests? 

Traditional standardized tests, such as the Proficiency Assessment for Wyoming Students 
(PAWS), compare how a child performs to a large group of other students his or her age. These 
tests are helpful for determining whether students have met certain academic standards.  
However, if a child is performing below grade level, he or she might not be able to understand 
very many questions, and the test may be very frustrating.  The results would show that the 
child is below grade level, but would give very little information about his or her actual learning 
needs or progress.  

The MAP is different.  Because it adapts to the level of the test-taker, it can show parents and 
teachers the instructional level of a child and identify concepts that the child might be ready to 
learn.  When the child takes the test again later on in the school year, the results will be able to 
measure the child’s progress and identify new concepts to focus on.  

How is the MAP scored? 

Since the MAP is taken on a computer, the score of the test can be given as soon as the child 
finishes it. The score will be called a Rausch Unit (RIT), which is a special type of number scale 
that measures student achievement. A RIT score will vary from grade to grade as a student 
grows. 
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These scores can be used to compare the child’s performance to that of “typical” students his or 
her age.  Using scores this way might help identify students that need some extra help.  
Parents who are interested in how their child’s score compares to a “typical” student their age 
can discuss the results with their child’s teacher. It can also be used to gage a student’s 
expected progress in a school year. 

The RIT scores can also be used with a curriculum tool to help determine what skills the child 
might be ready to develop next.  For example, a score from 191-200 on the reading portion of 
the MAP test suggests that a student might be ready to develop the following skills: 

 Making inferences about the emotions of characters in the text 

 Drawing conclusions based on information from informational texts 

 Making inferences to identify settings in literary passages 

On the reading portion of the MAP, scores called “Lexile Measures” are also given.  Lexile 
Measures score the student’s reading ability on a scale from 5 to 2000.  Scores are shown with 
the letter “L” after them (15L, 1050L, etc).  By knowing a student’s Lexile Measure, teachers 
can match the child with a book that is appropriate for his or her level.  For example, if a student 
receives a Lexile Measure of 380L, his teacher might start him with a book has been rated as 
having a 380L difficulty level. 

What can parents do to help students perform well on the MAP? 

Because information from the MAP test may be used to guide students’ instruction at school, it 
is important that they perform to the very best of their ability.  Here are some things parents can 
do to help children perform their best: 

 Let your child know that the test is 
important. 

 Avoid pressuring your child; let them 
know that his or her best is good 
enough. 

 Make sure that your child gets plenty 
of sleep the night before the test. 

 Give your child healthy, nourishing 
meals, especially on the day of the 
test.  Avoid heavy foods that may 
make them feel groggy or sugary 
foods that may make them feel hyper. 

 Get your child to school on time. 

 Visit with your child about the test at 
the end of the day. 

 Do something calming and fun with 
your child. 

 Regardless of the results, always 
praise your child for his or her efforts. 

 
            Some information from www.nwea.org
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Cyberbullying 
Bullying and Cyberbullying Defined

The state of Wyoming defines harassment, intimidation or bullying as ―any intentional gesture, any 
intentional electronic communication or any intentional written, verbal or physical act initiated‖ with the 
intent of: (A) Harming a student physically or emotionally, damaging a student's property, 
or placing a student in reasonable fear of personal harm or property damage; (B) 
Insulting or demeaning a student or group of students, or (C) Creating an intimidating, 
threatening or abusive educational environment for a student or group of students. 

As technology has become more advanced, so have the ways that children and teens 
encounter bullying.  Cyberbullying is a repeated attempt from a child or teen to scare, 
threaten, embarrass, or otherwise victimize another child or teen through technologies. 
Because cyberbullying often occurs ―behind the scenes,‖ parents may not even be aware 
that it is happening.  In fact, 58% of students report that they did not inform their parents 
when something mean or hurtful happened to them online.  Unfortunately, this new form of bullying is 
becoming very prevalent.  Statistics indicate that 90% of middle school students have considered 
themselves victims of cyberbullying at some point (statistics from www.isafe.org). 

New Technologies 

Although cyberbullying can be difficult to catch, there are things parents can do to build awareness in 
themselves and their children.  First of all, parents need to understand the types of technologies their 
children might access. 

 Blogs are like personal web pages, where users can display pictures and express ideas or 
opinions.  A blog can be viewed by anyone on the internet unless the user opts to make it ―private,‖ 
meaning that it can be viewed by invitation only. 

 Social networking websites, such as ―MySpace,‖ ―Facebook,‖ and ―Twitter,‖ have become very 
popular avenues for children to connect with peers.  Like blogs, social networking websites provide 
spaces for users to post pictures and ideas, but enable individual pages to be linked to the pages 
of other users to create large networks.  Some of these websites allow the content to be viewed by 
anyone, while others require that viewers obtain the permission of the author in order to view his or 
her ―page.‖ 

 Instant messaging, or ―IM,‖ enables users to see when their friends are 
online and allows them to send typed messages back and forth to one another 
instantaneously. 

 Text messages allow users to send typed messages to a person or 
groups of people using cell phones. Cell phones can also send photos, videos, 
and voice messages to large audiences. In addition, many cell phones can now 
access the internet, enabling their users to do all of the above activities virtually 
anywhere.   
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Types of Cyberbullying 

Cyberbullying can be categorized into two different types: direct attacks and cyberbullying by proxy.  
Direct attacks occur when the bully sends harmful messages directly to or about his or her target.  
Examples of direct attacks might include posting insulting messages on blogs or sending embarrassing or 
damaging photos by email or cell phone.  Bullying by proxy occurs when the bully involves a third party, 
with or without their knowledge.  For example, the bully can report to their internet service provider that the 
target is sending him or her inappropriate IM messages.  The target may have done nothing wrong; 
however, if the target becomes upset by the false allegations and sends the bully a mean or hateful 
message in response, the response may be seen by the IM service provider and may cause the victim to 
lose his or her account.  Cyberbullies may also involve the target’s parents.  If the bully can make it seem 
as though the target has done something wrong, the target may suffer negative consequences at home 
and/or at school.  

Protecting Your Child from Cyberbullying 

 Discuss cyberbullying with your child.  Some children may be afraid to discuss instances of 
cyberbullying with their parents because they are afraid that they will lose access to their cell 
phones and/or internet.  Parents can assure their children through calm discussion that they want 
their child to be able to maintain their freedom with these technologies but in a safe way. 

 Set cyber safety rules.  Just as you teach your children safe ways to navigate the physical world, it 
is important to teach them safe ways to navigate the cyber world.  Some points to emphasize with 
your child might include: 

 Because you cannot see or hear them, you can never really be sure who is on the other end 
of cyber communication—it could be a predator or a bully. 

 Never give out personal information on the internet, including phone numbers, addresses, 
passwords, photos, or physical descriptions of yourself.   

 Be cautious when sharing personal details on the internet.  These 
could be used by bullies to embarrass or ridicule you. 

 Never share your IM (instant messaging) or email account with 
anyone, including close friends.  If other people have access to your 
password, then private messages may become public.  Additionally, 
with your password, others can pretend to be you and cause 
damage to your reputation. 

 Keep your cool.  Responding to cyber bullies with angry 
messages may only get you in trouble. 

 Use safety measures.  If your child maintains a blog, encourage them to make it 
―private‖ so it can be viewed only by people they invite.  Invite them to use social networking 
websites that require viewers to obtain the author’s approval before viewing their page.  Help them 
to choose passwords that are difficult to ―crack‖ and have them change their passwords regularly. 

 Block out bullies.  If someone is bullying your child, block their email address, screen name, or 
phone number.   

 Know what your child is doing online.  While privacy is important, safety is more important.  
Parents should keep the computer somewhere in view, such as the family room or kitchen.  If your 
child participates in blogs or social networking sites, find out how to access them so that you can 
monitor his or her communications.  

 Document and report.  Document any evidence of cyberbullying by printing inappropriate emails 
or web posts and contact your child’s school or the police. State law requires districts to have 
anonymous reporting procedures in place and prohibits retaliation against any person who reports 
incidents of bullying, harassment, or intimidation.  Schools are required to investigate once a 
complaint is received and to take appropriate disciplinary action. 

Some information from www.pacer.org and www.stopcyberbullying.org 

http://www.pacer.org/

